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ABSTRACT The paper presents secondary empirical data from the Common Body of Knowledge study, on the use
of audit tools and techniques by internal auditors in South Africa and compared its findings on South African
internal audit functions with those of developed regions. It investigates the current use of the audit tools and
techniques by the internal auditors in South Africa. This paper also reviewed relevant literature to support
arguments for the use of audit tools and techniques by the internal auditors. The study found that internal audit
functions in South Africa use audit tools and techniques similar to that of developed regions. The paper also found
that internal auditors mostly use audit tools and techniques, such as risk based planning electronic, communication,
analytical reviews and working papers. The paper concludes that, while other audit tools and techniques are
important to have, the most preferred enhances the quality of the audit process.

INTRODUCTION

The use of audit Tools and Techniques (TTs)
are essential to any Internal Audit Function
(IAF), as it could help internal auditors achieve
their engagement objectives. The audit TTs dis-
cussed in this paper include, risk-based audit
planning, Control Self-assessment (CSA), elec-
tronic working papers, statistical sampling, ana-
lytical reviews, quality assessment review tools
and benchmarking, Computer Assisted Audit
Techniques (CAATs), electronic communication
and other computer audit tools. The importance
of these audit TTs has been discussed exclu-
sively, from various sources of literature (Abou-
El-Sood et al. 2015; Kutum et al. 2015; Christens-
en et al. 2015; Jacobus 2015). Thus, the audit
TTs are evolving aids, which support internal
auditors in performing effective audit engage-
ments (Dittenhofer 1994; Liebowitz et al. 2000;
Burnaby and Hass 2009; Bailey 2010).

Based on the International Standards for the
Professional Practice of Internal Auditing (Stan-
dards) (Institute of Internal Auditors (IIA) 2010),
the audit TTs are crucial dimensions of any in-
ternal audit function. In South Africa, internal
auditors are encouraged to comply with the Stan-
dards by governance regulations, such as the
Public Finance Management Act (PFMA), Mu-
nicipal Finance Management Act (MFMA), Trea-
sury Regulations (Republic of South Africa
(RSA) 2009) and the King III report (Institute of

Directors (IoD) 2009). Standard 1200 requires
IAFs to “be performed with proficiency and due
professional care”, and this is accomplished by
possessing or obtaining “the knowledge, skills,
and other competencies needed to perform its
responsibilities”, as required by Standard 1210
(IIA 2010). Furthermore, Standard 1220 requires
internal auditors to “apply the care and skill ex-
pected of a reasonably, prudent and competent
internal auditor” in the same or similar circum-
stances of the engagement being performed (IIA
2010).

TTs are the toolbox of internal auditors that
enable them to perform engagements with profi-
ciency and due care, and they include, analyti-
cal review, balanced scorecard or similar frame-
work, benchmarking, computer assisted audit
techniques, continuous/real-time auditing, data
mining, electronic work papers, flowchart soft-
ware, other medium of electronic communica-
tion (for example, Internet, email), process map-
ping application, process modeling software, risk-
based audit planning, the IIA’s quality assess-
ment review tools, and the total quality manage-
ment techniques (Bailey 2010).

As such, competence in audit TTs is neces-
sary and should be used appropriately, through-
out the internal audit engagements. The steps
in the audit engagement include, the determina-
tion of the audit objectives, scope, risk identifi-
cation, planning, audit evidence, and commu-
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nicating results up to the follow-up processes
(Burnaby and Hass 2009; IIA 2010).

According to Burnaby and Hass (2009), the
use of TTs is an important role during audit en-
gagements, assisting with the gathering of reli-
able audit results. Although, some research has
been conducted on the audit TTs mentioned in
this paper, no prior research could be found, in
which the audit TTs are exclusively addressed
(Flesher and De Magalhaes 1995; Thompson
2001; Hubbard 2002; Marais 2004; Martin 2004;
Coetzee and Fourie 2009; Castanheira et al. 2010).
Thus, there is no paper which had inclusively
dealt with the literature on audit TTs.

 The remainder of this paper is developed to
illustrate the objectives of the study, the litera-
ture review on the various TTs, as well as meth-
ods, results and discussion, conclusion, and
recommendations.

Objectives of the Study

The purpose of this paper is to investigate
the current use of the audit TTs in a South Afri-
can context. This is accomplished through the
reviewing of the theory to provide a concise
background on the nature, use, and benefits of
each audit TT, analyzing the year 2010 Common
Body Of Knowledge (CBOK) results, on the use
of audit TTs by internal auditors in South Afri-
ca, and discussing findings on South African
IAFs as compared with that of other African
countries, the United Kingdom and Ireland, Aus-
tralia, and North America.

This paper provides a literature review to
ground the empirical results and to build a sound
overview of literature on the audit TTs, current-
ly used by internal auditors.

Literature Review

In providing more background knowledge on
the nature of the most important and most used
audit TTs, as identified by the 2010 CBOK study,
the following literature review provides a de-
tailed discussion of the more important audit
TTs, which includes risk-based audit planning,
Control Self-assessment (CSA), electronic work-
ing papers, statistical sampling, analytical re-
views, quality assessment review tools and
benchmarking, Computer Assisted Audit Tech-
niques (CAATs), electronic communication and
other computer audit tools.

Risk-based Audit Planning

According to Griffiths (2006), the concept of
risk-based audit planning is used by internal
auditors to ensure that their audit efforts focus
on providing assurance that the risk manage-
ment of the organization are in line with its risk
appetite. Throughout this paper, the term ‘risk
management’ is used to describe the process of
identifying, analyzing and mitigating the possi-
ble effects on achieving the organization’s ob-
jectives. The internal auditor provides an assur-
ance on risk management, when he or she as-
sesses the adequacy and the effectiveness of
controls and governance processes (IIA 2010).
Following the experiences of recent factors as-
sociated with the adoption of the risk-based audit
planning, Castanheira et al. (2010) showed that
using risk-based audit planning could help in-
ternal auditors better understand the organiza-
tion’s strategic direction. In addition, Castan-
heira et al. (2010) noted that “[r]isk-based inter-
nal auditing helps companies practice effective
risk management, because it incorporates the
principles of risk management throughout the
audit process, both in the annual planning pro-
cess, and in planning each audit engagement”.
Siers and Blyskal (1987) stated that once the risk
is identified and measured, it can be managed
by allocating resources to test the control cli-
mate of the risk strata.

Furthermore, the study by Castanheira et al.
(2010) indicates that the adoption of risk-based
audit planning is significantly and positively
related to the organization’s size, with internal
audit, following a more proactive and more con-
sulting orientated role in the establishment of
risk management in smaller organizations.

Standard 2120 mandates that “the IAF must
evaluate the effectiveness and contribute to the
improvement of risk management processes” (IIA
2010). This therefore, is the focus of risk-based
audit planning, as it requires an auditor to un-
derstand every aspect of the organization being
audited, including its IT risks and controls, to
enable the auditors achieve the objectives of
the audit plan (Schroeder and Singleton 2010).

The recent exploration by Pokrovac et al.
(2010) on the effectiveness of a risk-based ap-
proach by internal auditors indicate its impor-
tance as a contributor to the creation of added
value. In order to promote the principle of add-
ing value, the risk-based audit planning is aimed
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at helping internal auditors undertake continu-
ous assessment, in order to render suggestions
to management for the improvement of the risk
management process. Risk-based audit planning
requires that the internal auditor assess the ef-
fectiveness of the internal controls being imple-
mented by management to mitigate the identi-
fied risk. The internal auditor is therefore, in a
position to add value to the organization by rec-
ommending necessary improvements to inter-
nal controls. Internal controls form an indispens-
able part of risk management, and improved in-
ternal controls create the possibility of improv-
ing the overall risk management process in the
organization (Pokrovac et al. 2010). Danescu et
al. (2010) also addressed value that can be add-
ed and stated that the risk-based audit planning
is a tool, which allows the auditor to offer com-
ments and advice to the organization’s manage-
ment, regarding business risks. Since internal
auditors moved towards the risk-based audit
planning, Griffiths (2006) reported that under-
standing the risk and the monitoring of controls,
require a complete risk register.

Coetzee and Fourie (2009) reported that in-
ternal auditors are beginning to optimize the use
of risk-based audits in their plans and internal
audit engagements. The theoretical aspects of
Standard 2110 (IIA 2010), as well as the rele-
vance of risk-based audit planning tools, are
underpinned in the King III report, under princi-
ple 7.2, namely “that the IAF should pursue a
risk-based approach to planning, as opposed to
a compliance approach, that is limited to the eval-
uation of adherence to procedures. A risk-based
internal audit approach has the benefit of as-
sessing whether the process, which is intended
to serve as a control, is an appropriate risk mea-
sure” (IoD 2009). As a result, it could be further
argued that in South Africa, a risk-based audit
planning is required by the governance frame-
works. Companies listed are also required to
comply with this.

Control Self-assessment (CSA)

One of the fundamental audit TTs affecting
the internal audit related to understanding the
risks, controls and governance processes, is a
Control Self-assessment (CSA) (Jacobus 2015;
Melville 1999; Allegrini and D’Onza 2003; Shef-
field and White 2004). CSA is often defined as a
process whereby an organization’s personnel,

evaluate their own risks and controls with the
help of facilitators from the IAF (Engle and Jo-
seph 2001; Hubbard 2002; Joseph and Engle
2005). According to the latter, internal auditors
use CSA to assess financial statement risks, the
controls directed at those risks, and compliance
with laws and organizational procedures.

The transformational role of the internal au-
dit which facilitates the structural overall effort
and audit universe, makes the CSA an effective
TT in the contemporary performance and en-
gagement audit (Barker and Graham 1996). The
recognition of the CSA by internal auditors indi-
cates that it is a technique used to link the risks,
business objectives, and controls within orga-
nizations (McCuaig 1998). Furthermore, when
compared with traditional internal audit proce-
dures, the application of CSA techniques sharp-
ens the internal auditor’s focus and facilitates
more meaningful CSA sessions with wider audit
coverage in an organization, at a lower cost (Ad-
amec et al. 2002). Therefore, the implementation
of the CSA remains a cost effective technique,
for internal auditors to accomplish their tasks.

Being mindful of this, Fernandez-Laviada
(2007) emphasized that the IAF should continu-
ally be alert to the implementation of systems
for managing operational risks in organizations
by modifying their forms of behavior and adopt-
ing their procedures, from the point of its super-
vision, to the creation of a strong culture, which
reinforces the frameworks and promotes a sound
operational risk management. Carter (2007) point-
ed out that the CSA can offer a possible solu-
tion to aspects of Section 404 of the Sarbanes-
Oxley Act of year 2002 on compliance and chal-
lenges, which require the auditor to report on
the effectiveness of internal control over finan-
cial reporting. It is pertinent to know that the
CSA techniques are more flexible to customiza-
tion in all business functions and compliance
frameworks (Graves et al. 2003).

Electronic Working Papers

Electronic working papers are the recordings
of the audit working papers in an electronic for-
mat with CaseWare, which is an example of a
program that can be used to generate electronic
working papers. Although, electronic working
papers are widely used as audit TTs by the in-
ternal auditors, Standard 2330 (IIA 2010) indi-
cates that the work of the IAF should be record-
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ed. This can be done manually, supported by
“paper” audit working papers in physical files,
or electronically, with electronic working papers
saved on a computer or a server. The core rec-
ommendations of Standard 2330 (IIA 2010) is
that the working papers should be prepared by
the internal auditors and reviewed by the man-
agement of the IAFs, in order to provide the
principal support for engagement communica-
tions, aid in the planning, performance and re-
view of engagement, as a means of document-
ing whether the engagement objectives were
achieved, facilitate third party reviews, provide
a basis for evaluating the IAF quality program,
provide support in circumstances, such as in-
surance claims, fraud cases and lawsuits, aid in
the professional development of the internal
audit staff, and demonstrate the IAF’s compli-
ance with the Standards.

Flesher and De Magalhaes (1995) described
the advantages of electronic working papers,
such as auditors being able to review and share
audit files from various locations, since data
which has been electronically stored, can be re-
trieved from the database. It can also help with
the retention of working papers, as the electron-
ic working papers can be centrally stored with
proper backup routines. With the exception of
the study on the 2010 CBOK survey, relatively
little research has been made on the contempo-
rary use of the electronic working paper in South
Africa. However, as technology is replacing the
traditional ways of conducting business, it is
becoming clear that the technological conse-
quences of using electronic, as opposed to man-
ual working papers, is an area that can be re-
searched in depth in the future.

Flesher and De Magalhaes (1995) also in-
vestigated the possibility that the automation
of the audit working papers may be the first step
in transforming the IAF’s procedures and prac-
tices. Their study further found that the paper-
less systems can improve the quality and effi-
ciency of IAFs and can help in fostering new
and creative approaches to auditing. The value
of electronic working papers, especifically
CaseWare, can be summarized as:

Efficiency: CaseWare has a proven track
record of significantly increasing engage-
ment efficiency and the preparation of fi-
nancial statements up to a hundred percent.
Compliance: The expert content partners,
both locally and globally, consistently pro-

vide the most up-to-date disclosure for In-
ternational Financial Reporting Standards
(IFRS) for Small and Medium Enterprise
(SME) and Generally Recognized Account-
ing Practice (GRAP) as well as the Interna-
tional Standards on Auditing.
Control: CaseWare enables users to elec-
tronically manage the entire audit process
from planning to the review stage.
CaseWare’s built-in validation immediate-
ly brings any discrepancies to attention
(CQS 2013).

As technology continues to improve and
become more persistent, the use of electronic
working papers can be a tool used by auditors
to improve the efficiency and effectiveness of
internal audit engagements.

Statistical Sampling

Statistical sampling is the use of statistical
methods to identify the size of a sample, select
the sampling units, and interpret the data, to
enable the results to be projected to the under-
lying population. Statistical sampling is defined
as “the process of selecting elements of a popu-
lation for either descriptive or inferential pur-
poses” (Barron’s Business Dictionary s.v sta-
tistical sampling). Statistical sampling has been
a central audit TT of internal auditors in audit
engagement, and it has been discussed by var-
ious writers (Hall et al. 2002; Lamb et al. 2009;
Schreiner 2009). Nevertheless, the information
shared on how the “sample made simple audit”
by Martin (2004), found that auditors are often
called upon to test internal controls through at-
tribute sampling. This process involves the se-
lection of a sample of transactions from a popu-
lation of data, and testing for the presence or
absence of certain attributes and qualities (Mar-
tin 2004: 21). Sampling can also be focused on
values or amounts, where less than hundred
percent (100%) of the population is selected for
testing, and the results are used to draw a con-
clusion about the value of the entire population.
Both are used by internal auditors to save time,
effort and expenses that may be involved in test-
ing the whole population (Colbert 2001). Clearly,
statistical sampling can assist internal auditors
to use their audit resources as effectively as
possible, by testing a sample and extending the
results of that sample to the whole population.
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Analytical Review

Analytical review is defined as an “[a]uditing
process that tests the relationships between
accounts and identifies material changes. It in-
volves analyzing significant ratios and trends
for unusual changes and questionable items”
(Barron’s Business Dictionary s.v. analytical re-
view). Similarly, the use of analytical reviews has
been highlighted as the audit TT to spot materi-
al errors during the audit engagement (Chris-
tensen et al. 2015; Choo et al. 1997). Having used
the analytical review as a typical audit engage-
ment, Sawyer et al. (2003) observed that analyti-
cal reviews have long been used to determine the
reasonableness of certain data relating to finan-
cial matters, by comparing the financial informa-
tion of the current period with that of previous
periods. Therefore, analytical reviews should be
a powerful audit TTs, which have the potential of
boosting the efficiency of internal audit engage-
ment, and limiting the time and effort needed to
understand the business functions.

Quality Assessment Review Tools and
Benchmarking

The quality assessment review tool has also
become a core audit TT, in improving the IAF’s
value within the organization. A considerable
work of literature, prepared by Lin et al. (2011),
indicated that a quality assessment review tool
helps IAFs in the field, to be more effective and
focused on their direct supervision activities,
independent working paper reviews, request for
audit client feedback, undergoing peer review
by fellow staff members (McCabe et al. 2007),
and the use of working paper checklists.

With the specific requirements of Standard
1310 (IIA 2010), a quality assurance and improve-
ment program must include both internal and
external assessments. Similarly, the interpreta-
tion of this Standard enable internal auditors
possess the knowledge, skills, and other com-
petencies necessary to manage the IAF, and to
understand all elements of the International Pro-
fessional Practice Framework (IPPF). Viewed
from the perspective of the Standards, Brune
(2000) reported that the quality assurance re-
view tools help IAFs in identifying problematic
areas and also help improve the quality, efficien-
cy and effectiveness of the organization’s ser-
vices. It is interesting to further note that similar

sentiments were shared by Marais (2004) on the
analysis of quality assurance auditing, which
recognizes that all auditors and managers are
required to audit and manage quality assess-
ment reviews, effectively.

Although the quality assessment review tool
has now been emphasized in the Standards,
Plumly and Dudley (2002) acknowledged that
the quality improvement program has always
been an important aspect of the internal audit-
ing’s overall processes and improvement initia-
tives. Thus, from the audit planning, fieldwork,
drafting of audit reports, final audit reporting,
primary audit working papers, audit follow-ups,
and customer service, to a full-time audit, quali-
ty improvement development enhances the IAF
approaches. From a compliance perspective,
McCabe et al. (2007) suggested that the use of
the IIA quality assessment review tools will pro-
vide internal auditors with excellent opportuni-
ties to improve their functions and customer
satisfaction.

Generally, internal auditors could use the
benchmarking tool to evaluate different aspects
of their organization’s processes. According to
Moeller (2009), benchmarking is key to the inter-
nal auditors’ recommendations when reviewing
operations. Seeing as benchmarking increases
the efficiency of operations, Cooper et al. (1996)
argued that it is a powerful audit tool that com-
pels the critical review of existing audit process-
es, which leads to a better understanding of ac-
tual, rather than perceived work performance by
auditors.

Computer Assisted Audit Techniques
(CAATs), Other Computer Audit Tools and
Electronic Communication

There are several publications on the reality
of CAATs as an effective TT in the IAFs (Zac-
chea 1995; Rezaee and Reinstein 1998; Braun
and Davis 2003; Abu-Musa 2008). CAATs in-
clude any kind of technology that can be used
to assist the completion of an audit engagement
(Braun and Davis 2003). Thus, the use of CAATs
among internal auditors is common and unavoid-
able. Information Technology (IT) has been iden-
tified as one of the most difficult internal audit
speciality functions among contemporary inter-
nal auditors (Sumners and Soileau 2008). None-
theless, in spite of the challenges, Sumners and
Soileau (2008) maintained that IT and the IAF
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could provide significant benefits in transfer-
ring the knowledge necessary in building the
potential independence and objectivity to im-
prove work performance and relationships in the
audit engagement.

Glover and Romney (1998) revealed that IT
has become an integral part of the IAF and is
increasingly important as it benefits the evalua-
tion of the reliability of financial data, among
internal auditors in countries, such as Switzer-
land, Canada, the Philippines, Thailand, Malay-
sia, Spain, South Africa, and the United States.
Furthermore, the IAFs using IT products are re-
alizing the benefits of data extraction, analysis
and the prevention and detection of fraud,
through audit of electronic commerce. There-
fore, CAATs are a cutting edge, internal audit
tool used to run specific audits in the organiza-
tions (Glover and Romney 1998).

Teeter et al. (2010) commented that the ex-
tent to which auditors can employ CAATs var-
ies, depending on the auditor’s expertise. There-
fore, when evaluating which tools to use and
develop for a remote audit, the auditors can use
the existing CAATs, as a fundamental tool in
real-time data assessment and automatic evi-
dence collection. Unlike other internal audit TTs,
the CAATs enable the auditor to support com-
pliance issues in a systematic, timely, and con-
tinuous manner; it also offers critical technolog-
ical solutions in order to ensure the organiza-
tion’s ongoing survival and competitiveness
(Hudson 1998).

In a comprehensive review of what “CAATs
can do” presented by Thompson (2001), it indi-
cated that using CAATs, may be the best way to
identify fraud. This entails identifying ghosts
on the payroll, potential fictitious employees and
fraudulent incidents, as well uncovering similar
cases involving other perpetrators. It encourag-
es better investigations, fixes control weakness-
es, and also reviews all controls, when making
changes to procedures, which helps with strate-
gies to report the incidence of fraud to the law
enforcement agencies and assists law enforce-
ment agencies in performing better investiga-
tions (Thompson 2001). Interestingly, Vuchnich
(2008) concluded that using CAATs in the audit
engagements can enhance the response to the
risks of substantive tests.

CAATs use IT to assist auditors with the
execution of the audit engagement (Flowerday
et al. 2006). Burnaby et al. (2006) stated that

CAATs are an emerging trend and their use is
becoming a common practice in many regions of
the world. However, the use of specific CAATs,
such as continuous auditing, has declined
among internal auditors in South Africa. It is
important to note that the results of the 2006
CBOK survey indicated that the continuous audit
tool ranked seventy percent, whereas in the year
2010 CBOK survey, it ranked below forty per-
cent (IIARF 2010). The reason behind this de-
cline is not evident from the data and will need
to be identified in future research. Such research
can also include the identification of which of
the various programs used for CAATs (that is,
ACL) is increasing or decreasing in popularity,
as well as how they are mostly used. This can be
an important future research contribution, as
CAATs can be used for different audit purposes
including, but not limited to, the extraction of
source documents, transactions or balances for
samples, the extraction of unusual transactions
that are outside the specified parameters (con-
tinuous audit), or the identification of possible
fraudulent transactions (data mining) for further
substantive procedures.

Kuhn and Sutton (2010) stated that continu-
ous auditing is considered an effective audit tool
among external auditors. However, Garrity et al.
(2006) considered the data mining techniques a
suitable audit tool in evaluating continuous au-
diting generated data. Reasonably, data mining
is viewed as a tool to discover unknown infor-
mation from a large set of data, which is useful
evidence by auditors (Garrity et al. 2006; Valls
de Almeida and Pedrosa 2011).

The trend in the use of computer programs,
such as email and Internet, is on the increase in
South Africa. Thus, the use of other electronic
communications, such as emails and Internet
ranked eighty percent in the year 2010 CBOK
survey, closely associated with the risk-based
audit planning. It was similarly ranked at seven-
ty percent in the year 2006 CBOK survey, which
was also equivalent to the ranked importance of
risk-based audit planning (IIARF 2010). By hav-
ing access to electronic communications, inter-
nal auditors can fast track communication be-
tween audit teams and their audit customers.
With this observation, Pathak et al. (2010) sum-
marized that the auditing context has been trans-
formed from simple electronic financial records
to electronic media, such as email and chat mes-
saging. Through the use of electronic communi-
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cations, auditors benefit from the value of ac-
cessing the requested audit information from
their customers in time.

METHODOLOGY

The IIA sent a web-based survey instrument
in year 2006 and in year 2010 to their members
and non-members across the globe, in order to
gather data for the CBOK study. This paper used
the IIARF’s CBOK research database (with the
IIASA’s permission) as a secondary source. The
method used to analyze the data for this paper is
a comparative analysis that seeks to compare
the year 2006 and year 2010 survey results on
the use of audit TTs among South African re-
spondents, respondents from the rest of Africa,
and other specific regions. Comparative research
is the act of comparing two or more things with
a view of discovering something about one or
all of the things being compared (WebFinance,
Inc. 2010).

 The year 2010 CBOK survey contained
13,577 responses by IIA members and non-mem-
bers in more than 107 countries. The main anal-
ysis in this study was based on 294 respon-
dents from South Africa, who participated in the
study along with the following respondents from
specific regions:

The rest of Africa (excluding South Africa)
- 337
Ireland and the United Kingdom (UK) - 657
Australia - 206
North America - 3582

RESULTS  AND  DISCUSSION

The discussion and analysis in this paper
address the published 2010 CBOK results on
the use of TTs by internal auditors in South Af-
rica. A further analysis and discussion compares
TTs that South African IAFs consider to be im-
portant for the future, with the opinions of the
rest of Africa (excluding South Africa), Ireland
and the United Kingdom, Australia, and North
America. From the year 2006 and the year 2010
CBOK survey, the South African respondents
have shown their reliance on the use of audit
TTs, such as the risk-based audit planning, elec-
tronic working papers, statistical sampling, ana-
lytical reviews, computer assisted audit tech-
niques and other electronic communications,
control self-assessment, quality assessment re-

view tools and benchmarking. The results ob-
served from the published 2010 CBOK results
indicate that the risk-based audit planning has
been widely accepted by internal auditors as a
means to identify measures and prioritize the
IAF’s allocation of resources. Perhaps, the high
ranking of risk-based audit planning could pos-
sibly indicate that internal auditors are serious
about the assurance they give, as well as in com-
pliance to the principles of risk-based auditing.
The importance, as rated by the respondents of
the CBOK results, is of particular interest, as
South Africa is in line with other developed re-
gions, such as Australia and North America, es-
pecially in the use of the risk-based audit plan-
ning tools. In fact, South Africa made use of the
quality assurance review tool more than the other
regions. Therefore, the risk based audit plan-
ning and other electronic communication were
the most preferred audit TTs. Otherwise, all the
other audit TTs were the most preferred in the
year 2006 as opposed to year 2010 CBOK re-
sults (IIASA 2012). It was also illustrated in these
studies that the preferred audit TTs used by in-
ternal auditors per region, differed.

Similarly, the high usage of other means of
electronic communication is an indication that
internal auditors are using electronic communi-
cation channels to facilitate the process of shar-
ing and exchanging ideas, with their customers
and peers. This could also mean that most South
African organizations have evolved practices
that use electronic communication, and internal
auditors are merely using the existing infrastruc-
ture to communicate. This response could fur-
ther indicate that internal auditors view emails
as an effective tool in enhancing their audit
engagements.

To obtain a better understanding of the use
of TTs by South African IAFs, Table 1 shows
the use of TTs in the public sector and listed
companies.

IAFs in South Africa, from both public and
private sectors, use audit TTs, such as the risk-
based audit planning, electronic working papers,
and analytical review, more than other TTs. This
high ranking is possibly due to the fact that risk-
based audit planning helps internal auditors
address and prioritize high risk areas in their audit
plans. It also helps internal auditors follow an
appropriate audit methodology. The high use of
electronic work papers (89.53%) in the public
sector and (86.42%) the private sector, could be
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due to an improved control and back-up over
electronic working papers or other benefits, such
as reducing the amount of time needed for re-
view as well as the value of being able to review
electronic working papers remotely. Analytical
reviews are rated at third position by both sec-
tors (77.77%) in the public sector and (74.41%)
the private sector. This implies that internal au-
ditors are using the analytical reviews to better
understand the organization’s risk management,
controls and governance processes. The lower
rated use of CAATs by the public sector (59.30%
versus 71.60% in the private sector) shows that
despite the increased use of electronic working
papers, IT skills might still be a challenge among
internal auditors in the public sector. The use of
quality assessment review tools show that the
public sector is consistently following the review
processes using the tools of the IIA. This could
be encouraged by the fact that the public sector
internal auditors are striving to comply with the
Standards, but it can also indicate the value of
regulation as the PFMA and MFMA requires com-
pliance with the Standards. Hence, the rest of the
TTs are not highly rated by either sector, and may
encourage opportunities for further research to
determine their extent of usage by the internal
auditors, in their audit engagement.

South African respondents considered elec-
tronic working papers, analytical reviews,
CAATs, CSA, quality assessment review tools,
continuous auditing, data mining, benchmark-

ing, statistical sampling, flowchart software, pro-
cess mapping application, total quality manage-
ment, balanced scorecard, and process model-
ing software to be important audit tools in en-
hancing the audit processes. However, the use
of risk-based audit planning, electronic working
papers, analytical review and other electronic
working papers are ranked very important, as
indicated by more than eighty percent (80%) of
South African respondents. These may be ex-
plained by the analysis and discussions of the
year 2010 CBOK results on the use of audit TTs
by South African IAFs, and the comparison of
this usage with the other regions gives an in-
sight into the audit TTs, preferred by internal
auditors in South Africa. The review of theoret-
ical literature also provides and supports the
findings on the significance of the use of the
audit TTs. Therefore, by looking at the antici-
pated use of audit TTs over the five years by
specific regions, as indicated in the CBOK study,
one sees that risk-based audit planning, elec-
tronic working papers, analytical reviews,
CAATs, CSA, quality assessment review tools
and other electronic communications, were
ranked highly at between (74.02% to 95.06%)
respectively, by the South African respondents
(IIASA 2012).

CONCLUSION

This paper highlighted that the TTs are cur-
rently preferred by the South African internal
auditors and compared the important TTs which
are to be used in five years between South Afri-
ca and other specific regions. The results of the
secondary data analysis of the CBOK study in-
dicate that the internal auditors were using the
risk based audit planning and other electronic
communications, such as emails and other inter-
nal communication programs to enhance the ef-
ficiency of their audit process and the quality of
audit reports. This paper also compared the re-
sponses of South African internal auditors and
the practitioners’ views on the importance of
TTs in the future, with the responses from other
regions. It was discovered that IAFs in South
Africa make use of TTs, similar to those used in
other, more developed regions, such as Austra-
lia and North America.

Currently, risk-based audit planning, electron-
ic communications, analytical reviews, electron-
ic working papers and CAATs are the most fre-

Table 1: Use of TTs by the South African public
sector and listed companies

Public    Listed
sector companies
(in per-   (in per-
cent)    cent)

Risk-based audit planning 90.69 91.35
Electronic work papers 89.53 86.42
Analytical review 77.77 74.41
Computer assisted audit 59.30 71.60
  technique
Control self-assessment 37.20 49.38
Quality assessment review tools 67.44 37.04
Continuous/real-time auditing 33.72 39.27
Data mining 33.72 55.55
Benchmarking 59.30 46.91
Statistical sampling 63.95 58.02
Flowchart software 38.37 48.15
Process mapping application 16.28 14.81
Balanced scorecard or similar 37.20 32.09
  framework

Source: Generated by the authors
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quently used audit TTs in South Africa, which is
in line with international trends and show that
South Africa embraced and used new TTs.

As for the remaining audit TTs, such as the
total quality management, the balance scorecard,
process mapping, process modeling software,
data mining and benchmarking, were used less
by South African respondents. Further research
should be undertaken to understand the rea-
sons that lead to a reduced use of some TTs.
Despite the limitations identified, this paper
could contribute to the skills and knowledge of
the internal auditors in the performance of the
audit engagement. The improved use of TTs can
result in a better risk-focused, more efficient and
effective audit. This paper concludes that TTs
strengthen the IAFs work, which result in an
improved audit report to better add value to the
auditee. Thus, the TTs assist the IAFs in deliv-
ering the audit plan on time, by accomplishing
or meeting up with their targets. Furthermore, it
could benefit the IIASA to prioritize the internal
auditors’ training needs on audit TTs, especial-
ly if under-used TTs are due to a lack of training
or skills shortage.

RECOMMENDATIONS

Based on the number of audit TTs available
for use by the internal auditors, the paper sug-
gests that the chief audit executives should con-
sider all TTs in the efficient and effective plan-
ning as well as the management of audit engage-
ments. The paper also recommends that the IIA
in South Africa should use the gaps in the use
of TTs to plan and update its training materials
for the continuing educational program of inter-
nal auditors’ skills. Indeed the chief audit execu-
tives should identify the importance of audit TTs
in the planning stage of the audit process. Thus,
the paper recommends that the internal auditors
should enhance their competence in the use and
application of these audit TTs.
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