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Part I:  Digitization & Preservation Part I:  Digitization & Preservation 

Ria Groenewald



• The birth of the web site     
6 August 1991 - 2:56:20 pm

• The world’s first website was made 
available on the public internet - a 
creation of Tim Bernes-Lee at 
CERN





http://www.w3.org/History/19921103-hypertext/hypertext/WWW/TheProject.html







Internet Archive, Library of 
Alexandria (copy of the Internet) 

mirror site









Use of digital informationUse of digital information

• It took only 5 years for 50 million people to use 
the internet compared to 25 years for 50 million 
people to use phones

• Preservation or permanent availability of digital 
information is one of the processes affected by 
the evolution towards an all digital world



Digital preservation is a broad term used to 
describe the continued accessibility and 
maintenance of a digital resource safeguarding it 
into the foreseeable and the distant future. Digital 
preservation is a vital part of the creation and 
management of any digital collection. 

http://www.tasi.ac.uk/advice/delivering/digpres.html

Definition of digital preservationDefinition of digital preservation
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Future of academic librariesFuture of academic libraries
No.1 assumption (ACRL,  March 2007)

There will be an 
– preserving digital archives, and 
– increased emphasis on digitizing collections 
– improving methods of data storage and retrieval 

• The digitization of unique print collections may 
emerge as one of the primary missions of academic 
libraries in the 21st century

• Librarians should collaborate with disciplinary 
colleagues in the curation of data as part of the 
research process

http://www.ala.org/ala/acrl/acrlpubs/crlnews/backissues2007/april07/tenassumptions.cfm



Digital workflow of the Alexandria Library.  
Software for this workflow is available at 
http://wiki.bibalex.org/DAFWiki/index.php/Main_Page



UPSpace I R
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Standards (1)Standards (1)

• Preservation Metadata Framework Working 
Group (OCLC, 2003)

• PREMIS (2005)

• OAIS (Open Archival Information System)

• Z39.87 - Standard for Technical Metadata for 
Digital Still Images(ANSI/NISO)



Standards (2)Standards (2)

• ISO (International Standards Organisation) 
defines “quality as the totality of characteristics 
of an entity that bear on its ability to satisfy 
stated or implied needs” (ISO8042:1994)

• or “the degree to which a set of inherent 
characteristics fullfils requirements”
(ISO9000:2000)



Preservation Metadata Framework Preservation Metadata Framework 
Working Group (Report 2003)Working Group (Report 2003)

Framework for research

• Outline the types of information that should be 
associated with an archived digital object

• The use of metadata to support the digital 
preservation process

http://www.oclc.org/research/projects/pmwg/presmeta_wp.pdf



PREMIS Working Group (2005)PREMIS Working Group (2005)

• Develop a data dictionary of core elements for archived 
objects

• Guide the implementation of element sets in preservation 
systems

• Suggest best practice for populating the elements

The PREMIS (Preservation Metadata: 
Implementation Strategies Working Group -

http://www.oclc.org/research/projects/pmwg/pm_framework.pdf



OAIS OAIS 
(Open Archival Information System)(Open Archival Information System)

• The OAIS (Open Archival Information System) 
reference model was developed under the 
auspices of NASA’s Consultative Committee for 
Space Data Systems (CCSDS)

• The OAIS reference model is a conceptual 
framework for a digital archive

• Regarded as the “standard” for digital object 
repositories



Z39.87 Z39.87 -- Standard for Technical Metadata Standard for Technical Metadata 
for Digital Still Images (NISO & AIIM)for Digital Still Images (NISO & AIIM)

Z39.87 is a standard which defines a set of 
metadata elements for raster digital images

The purpose is to help in the development, 
exchange and interpretation of digital images

The original DIG35 goals were adapted by the NISO 
group



ScanningScanning

• No set resolution can be selected for all projects

• Resolution for a master image range between 300 -
600 dpi

• Colour settings 8-bit greyscale; 24-bit colour

• The most widely adopted format for storing a 
preservation quality digital master is uncompressed 
TIFF



Derivative imageDerivative image

• A derivative is a manipulated image derived 
from the master image, to produce smaller file 
sizes

• Lossy file formats such as JPEG are used for 
derivative images

• Resolution ranges between 72 dpi and 150 dpi 
and up to 800 pixels in width

• ICC (International Colour Consortium) profiles 



Reasons for preservationReasons for preservation

• Updated versions of the file format

• Reading device become obsolute

• Updated versions of the software used to 
create, manage, or access digital content

• Changes in computers 

• Movement at vendors level

• Unforeseen errors



• Visibility/accessibility
• Regular quality control
• Authenticity
• Security
• Performance
• Ease of use
• Interoperability 
• Cost of ownership
• Automation 

Web Buyers Guide, 31-03-08

Requirements of data protection Requirements of data protection 



Preservation methodsPreservation methods

• Refreshing:
Copy the same type of digital information from one 
long-term storage medium to another

• Modified refreshing:
Copy information to another medium of a similar type

• Refreshing is part of a process or program

• Refreshing address issues such as decay and 
obsolescence



Migration and EmulationMigration and Emulation

• Migration:
Move or adapt the objects to another 
platform

• Emulating:
Environment will be adapted to new 
platform (the objects themselves will not 
be tampered with)



Preserve the usability of a .TIFF filePreserve the usability of a .TIFF file

• A TIFF viewer, plus its formal specification and 
sufficient subsidiary documentation to explain how it 
work in practice must be preserved

• To run the TIFF viewer - an operating system must 
be preserved

• To run the operating system -
– the original hardware will need to be preserved, or
– emulation software that allows the old hardware to 

be emulated on new machines needs to be 
developed











Preservation of the formatPreservation of the format

• Viability - maintenance of the bitstream

• Renderability - viewable by humans and processible by computers 

• Understandability - interpretable by humans

http://www.icpsr.umich.edu/dpm/dpm-eng/terminology/preservation.html

Digital formats contain texts, databases, still and moving images, 
audio, graphics, software and web pages.  They are fragile and 
require purposeful production, maintenance and management to be 
retained



Part II:  Preservation & Trusted Digital Part II:  Preservation & Trusted Digital 
Repositories Repositories 

Ina Smith



Institutional RepositoryInstitutional Repository

“A university-based institutional repository is a set of 
services that a university offers to the members of its 
community for the management and dissemination of 
digital materials created by the institution and its 
community members. It is most essentially an 
organizational commitment to the stewardship of these 
digital materials, including long-term preservation where 
appropriate, as well as organization and access or 
distribution.”

Clifford A. Lynch, 
"Institutional Repositories: Essential Infrastructure for Scholarship in the 
Digital Age" ARL, no. 226 (February 2003): 1-7. 



Digitally born & digitized materialDigitally born & digitized material



Digitally born & digitized materialDigitally born & digitized material



https://www.up.ac.za/dspace/https://www.up.ac.za/dspace/



Benefits of an open access IRBenefits of an open access IR

• Research out quickly, worldwide
• Increases visibility, usage, impact of research

“open access [material] are read more widely, and, therefore, 
cited more frequently. The consequence of this is that they have 
greater impact” (Jones, Andrew and MacColl 2006)

• Open access to all – also those who cannot afford subscribing
• Persistent URL
• Decentralised/ Distributed input
• E-workflow for quality control
• Full text - searchable
• Central archive of research
• Preservation function



11 Repositories National (ROAR)11 Repositories National (ROAR)

• African Higher Education Research Online

• CSIR Research Space

• Durban University of Technology Institutional Repository

• Rhodes eResearch Repository

• Stellenbosch University Electronic Theses & Dissertations

• University of Cape Town Computer Science Research Document 
Archive

• University of Cape Town Lawspace

• University of Johannesburg Electronic Theses & Dissertations

• University of Pretoria Electronic Theses & Dissertations

• University of Pretoria Institutional Repository (UPSpace)

• University of the Western Cape Electronic Theses & Dissertations



1 200 Repositories Internationally1 200 Repositories Internationally

Univ. of Australia Cornell University

University of St Andrews

And many more …. 



Trusted Repository Trusted Repository DefinedDefined

“One whose mission is to provide reliable, long-term 
access to managed digital resources to its designated 

community, now and in the future.”

(RLG-OCLC Report 2002)



Attributes of a Trusted RepositoryAttributes of a Trusted Repository

• Compliance with the Reference Model for an Open 
Archival Information System (OAIS)

• Administrative responsibility
• Organizational viability
• Financial sustainability
• Technological & procedural suitability
• System security
• Procedural accountability

Source: Trusted Digital Repositories: Attributes and Responsibilities
An RLG-OCLC Report
http://www.oclc.org/programs/ourwork/past/trustedrep/repositories.pdf



OAIS Functional Model OAIS Functional Model –– Archival StorageArchival Storage

Source: http://public.ccsds.org/publications/archive/650x0b1.pdf



Archival Information Package Archival Information Package (Digital item submitted)(Digital item submitted)

Source: http://public.ccsds.org/publications/archive/650x0b1.pdf



Technologies for enabling trust & Technologies for enabling trust & 
preservationpreservation



Digital Repository SoftwareDigital Repository Software

• Proquest Digital Commons (proprietary)
• DSpace (open source)
• ContentDM (proprietary)
• Fedora (open source)
• E-Prints (open source)
• Greenstone (open source)



File formatsFile formats

• Proprietary e.g. MSWord
• Open formats e.g. ASCII plain text – no restrictions
• Industry standard formats e.g. HTML, PDF
• Industry/ Open standard format with proprietary extension 

e.g. Microsoft Version of XML

AIP AIP –– Content Info Content Info –– Content Data ObjectContent Data Object



DSpaceDSpace Commitment to PreservationCommitment to Preservation

• 2 levels of preservation: Bit & Functional
• Three levels of preservation for a given file format:

– Supported: The format will be fully supported and preserved 
using either format migration or emulation techniques.

– Known: The format can be recognised by DSpace, but full 
support cannot be guaranteed.

– Unsupported: The format cannot be recognised by DSpace; 
these will be listed as "application/octet-stream", aka 
Unknown. 

• Bit-level preservation will be done so that digital 
archaeologists of the future will have the raw material to 
work with if the material proves to be worth that effort.



E.g. Adobe PDF, XML, Text, HTML, 
MSWord - Known

E.g. Adobe PDF, XML, Text, HTML, 
MSWord - Known



UPSpaceUPSpace Policy for file formatsPolicy for file formats

• Everything put in UPSpace will be retrievable
• As many files formats as possible will be recognised
• As many known file formats as possible will be 

supported through UPSpace
• Formats and techniques will be continuously monitored

to ensure needs can be accommodated as they arise
• The size of a bitstream allowed for submission is 

currently unlimited, but this will be revised over time
• The same file can be submitted in more than one 

format, of which one must be pdf (does not apply to 
media files)



Preserving items in Preserving items in DSpaceDSpace

Metadata

Bitstream

Relationships stored 
between components in a 

bundle



MetadataMetadata

• Data about data
• Qualified Dublin Core Metadata Schema
• DSpace supports the Open Archives Initiative’s Protocol 

for Metadata Harvesting (OAI-PMH) v2.0 as a data 
provider 

• Enhance Descriptive Metadata
• Capture Administrative Metadata (incl. preservation 

metadata)

“Preservation metadata is the information necessary to 
maintain the viability, renderability, and understandibility 
of digital resources over the long-term.”

Source: Feasibility and Requirements Study on Preservation of E-Prints/ Hamish et al.

AIP AIP –– Content Info Content Info –– Representation InfoRepresentation Info



Preservation MetadataPreservation Metadata

Generated by User

Generated by System



Checksums in Checksums in DSpaceDSpace

Checksum generated by Checksum software:

Identical to Checksum generated by DSpace (UPSpace):

AIP AIP –– Preservation Info Preservation Info –– FixityFixity



Digital SignaturesDigital Signatures

• Digital signatures added to full text
• Compute a digital signature for digital masters & store 

signature in technical metadata of object
• Compute signature for complete item and store externally 

to repository

AIP AIP –– Preservation Info Preservation Info –– FixityFixity



Persistent IdentifiersPersistent Identifiers

• Web references are untrustworthy; telephone numbers, IP 
addresses, Social Security numbers share properties of 
PID’s – more trustworthy

• Persistent Identifiers: globally unique name assigned to 
a digital object that can be used in perpetuity, to refer to 
and to retrieve the digital object

• CNRI Handle System

AIP AIP –– Preservation Info Preservation Info –– ReferenceReference



Persistent IdentifiersPersistent Identifiers



Deposit LicenceDeposit Licence



Deposit LicenceDeposit Licence

Permissions given to the repository
The IR shall distribute electronic copies of the work for the lifetime of the 
repository, or based upon an agreed time span, and translate it as 
necessary to ensure it can be read by computer systems in the future.

The Repository’s Rights and Responsibilities
The IR may electronically store, translate, copy, or re-arrange the work 
to ensure its future preservation and accessibility, unless notified by the 
depositor that specific restrictions apply.

Source: SHERPA Project Document – Report on a deposit licence for E-prints



Storage ManagementStorage Management

• Storage hardware is a key component of a repository
• SAN (Storage Area Network) vs NAS (Network Attached 

Storage)
– Increased scalability: up to 16 million devices can be added
– All other participants on SAN can connect and see each 

other
– High-speed throughput: carry traffic between devices at 2 

Gb/s
– Independent of other network operations – functions 

separate from any LAN



Preservation Policies & ToolsPreservation Policies & Tools

• PADI – Digital Preservation Policies
www.nla.gov.au/padi/topics/172.html

• erpaTool – Digital Preservation Policy Tool
• Cornell Digital Preservation Tutorial

www.icpsr.umich.edu/dpm/dpm-eng/contents.html
• DRAMBORA http://www.repositoryaudit.eu

Digital Repository Audit Method Based on Risk 
Assessment Toolkit



Institutional Repository WorkshopInstitutional Repository Workshop

A to Z of digital preservation within an Institutional Repository
Business Plans, Policies, Digitization, Metadata, Implementation, 

Marketing & Buy-in and many more …

1 – 3 October 2008
University of Pretoria

www.library.up.ac.za/irtoolbox/workshop.htm 

OR

E-mail: 
ria.groenewald@up.ac.za 

ina.smith@up.ac.za



Join our Join our IRSpaceIRSpace CoPCoP!!

E-mail us:

ina.smith@up.ac.za



Will your work withstand the test of 
times to come?

Questions?
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